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RESUMO

A pesquisa baseada em corpora representa uma forma de validar a investigacio; contudo, a disponibi-
lizagdo dos textos em regime de acesso aberto pode levantar questées relacionadas com a partilha de
dados pessoais dos envolvidos. No caso de um corpus de audiéncias, este problema ¢ substancialmente
ampliado.

O presente artigo aborda os desafios encontrados no processo de anonimizagio do corpus de audiéncias
CorAuDis, bem como as questoes éticas suscitadas pelos dados sensiveis nele contidos. Sao também
analisadas as possiveis formas de o disponibilizar em regime de acesso aberto. Este contexto suscita
ainda uma reflexdo sobre a liberdade cientifica do investigador, que procura encontrar um equilibrio

entre os requisitos de confidencialidade e o valor cientifico dos textos.

Palavras-chave: Corpus de audiéncias; anonimizacdo; dados sensiveis; liberdade cientifica; acesso

aberto.

ABSTRACT

Corpus-based research is a method of validating investigations; nevertheless, the provision of texts through
open access may give rise to questions concerning the sharing of personal data of those involved. This
problem is exacerbated in the case of a corpus of hearings.

The present article addresses the challenges encountered in the process of anonymising the corpus of
hearings CorAuDis, as well as the ethical issues raised by the sensitive data it contains. The potential
avenues for the dissemination of the aforementioned material in an open access environment are also
analysed. This context also rises questions regarding the scientific freedom of researchers, seeking to

strike a balance between confidentiality requirements and the scientific value of the texts.

Keywords: Corpus of hearings; anonymisation; sensitive data; scientific freedom; open access.

238



Entre a liberdade de investigagio e a protegao de dados sensiveis. O caso do corpus CorAuDis

INTRODUCAO
No atual paradigma cientifico, ¢ exigido ao linguista a pesquisa a partir de
dados auténticos.

Por conter dados efetivamente produzidos por falantes reais em con-
textos especificos, por se encontrar informatizado, permitindo, portanto,
uma pesquisa mais célere e mais seletiva, e ainda pelo facto de constituir um
manancial de informagées que podem fundamentar pesquisa linguistica em
diferentes planos de descrig¢do, um corpus pode tornar-se “a useful tool for
discovering many aspects of language use that otherwise may go unnoticed”
(Reppen, 2022: 13).

Neste sentido, um dos principais objetivos que presidem a construgio de
um corpus é a possibilidade de o disponibilizar como infraestrutura de apoio
3 investigacdo, especialmente entre pares. Também a crescente adogao de pré-
ticas cientificas abertas vai ao encontro deste desiderato; com a Declaracio de
Bona (2020), reafirma-se a promogio da liberdade de investigacao cientifica
no espago europeu e promove-se ‘o direito dos investigadores individuais de
definir livremente as questoes que sdo objeto de investigacio, (...) de reunir
dados empiricos, (...) de publicar e comunicar livremente e de propor novas
ideias e hipéteses e de as divulgar livremente”.

Em sentido divergente ao estabelecido nestes principios, todavia, emer-
gem, na construgdo de um corpus, quer na fase da recolha de dados, quer
no momento do seu tratamento informdtico, quer ainda na etapa da sua
disponibiliza¢io, multiplas e complexas questoes que nem sempre sio ficeis
de compaginar com os principios consignados na Declaragdo. Uma dessas
questoes diz respeito a confidencialidade dos dados a compilar e ao grau de
liberdade do investigador.

Se muitos dos corpora atualmente disponiveis nio envolvem problemas
quanto a divulgac¢do dos dados neles contidos, 0 mesmo nio se verifica quando
os dados a compilar sdo de natureza sensivel e/ou carreiam informagio perso-
nalizada. O corpus em construcio que deu origem 2 presente reflexdo — o corpus
de audiéncias CorAuDis — constitui um destes casos, exigindo uma reflexao
sobre o direito a protecio de dados pessoais dos envolvidos e sobre o dever de

confidencialidade que pode recair sobre o investigador que os colige ¢ analisa.
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Tendo como enquadramento estas questoes, o presente texto apresenta e
discute os desafios encontrados — quer no plano mais pritico quer no plano mais
tedrico — aquando do processo de anonimizagao das transcrigoes, refletindo ainda
sobre o papel do investigador, dividido entre as exigéncias cientificas e o direito
a liberdade de investigar, por um lado, e as responsabilidades éticas, por outro.

As perguntas que orientaram esta pesquisa foram as seguintes:

— Em que consiste o processo de anonimizagdo'?

— Quais os problemas priticos enfrentados pelos investigadores no
tratamento de informacio sensivel?

— Qual pode/deve ser o grau de intervengio do investigador?

Este artigo apresenta a seguinte organizagdo: na sec¢do 1, abordar-se-do
alguns dos principios que orientam a construgdo de um corpus e os problemas
gerais encontrados durante a transcri¢ao das audiéncias; a sec¢ao 2 discutird
as diferentes modalidades de anonimiza¢io segundo o Regulamento Geral
de Protecao de Dados (RGPD)? e os desafios praticos e tedricos decorrentes
do processo de anonimizac¢ao do corpus CorAuDis; uma reflexao sobre a
condi¢io e o papel do investigador no atual panorama da ciéncia aberta e
eticamente responsdvel ocupard a secgio 3. O texto encerrard com algumas

consideragdes relativas aos moldes em que o corpus poderd ser disponibilizado.

1. A CONSTRUCAO DE CORPORA

1.1. PRINCIPIOS DE COMPILACAO DE DADOS
Os corpora podem ser bastante distintos, quer no tocante & quantidade de dados

recolhida, quer no que respeita ao seu tipo, a sua diversidade, 2 sua acessibilidade,

'O termo ‘anonimizagao’ ¢ usado, aqui, num sentido genérico. Ver, adiante, a secgdo 2.

2 A norma que assegura a execugdo, na ordem juridica nacional, do Regulamento (UE) 2016/679
do Parlamento e do Conselho, de 27 de abril de 2016, relativo a protecio das pessoas singulares
e a livre circulagio desses dados (RGPD) ¢ a Lei n.° 58/2019 de 08 de agosto.
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quer ainda no que concerne a forma de os organizar internamente; contudo, hd
alguns principios que devem orientar a compilagao de um corpus.

Os textos auténticos devem ser representativos dos textos da drea em
andlise, ou seja, conter uma amostra significativa do universo em estudo, per-
mitindo, assim, efetuar generalizagdes. Um corpus deve também possuir uma
outra propriedade, a do equilibrio, o que implica apresentar uma distribui¢ao
proporcional dos diferentes textos abrangidos pelo dominio em causa (neste
caso, a ‘audiéncia’, enquanto evento comunicativo). O conjunto de dados que
constituem o corpus deve ainda estar armazenado em formato digital, viabili-
zando pesquisas automdticas ou semiautomdticas através do recurso a software
especializado. Um outro principio diz respeito a autenticidade ou, por outras
palavras, & preferéncia pela preservagio da totalidade dos textos: segundo Sinclair
(1991), a remogio de informagao de um corpus deve ser limitada, para evitar
a perda de dados e de autenticidade®. E precisamente 2 luz deste principio que
serd discutida a anonimizagio de dados, uma vez que a remogio de informagio

relevante pode reduzir ou até anular o potencial valor cientifico dos dados®.

1.2. DESAFIOS DA TRANSCRICAO DO CORPUS CORAUDIS

O CorAuDis constitui uma infraestrutura de apoio 2 investigagao, concebida
com o propésito de possibilitar o estudo sistemdtico de um género discursivo
oral, produzido num contexto profissional e institucional. Trata-se de um corpus
especializado que permite descrever regularidades discursivas e padroes de uso
linguistico préprios deste setting. E constituido por um conjunto de 37 audiéncias,
da 4rea do Direito Penal (relativas aos anos de 2016 e 2017), que teve como base
os dudios disponibilizados pelo Tribunal de Coimbra’. Na impossibilidade —

> Um conjunto mais completo de principios de construgao de corpora consta de Knight e Adolphs
(2022: 23).
* A mesma ideia ¢ retomada, embora de forma mitigada, em Knight e Adolphs (2022: 23).

> A gravagio das audiéncias que o préprio Tribunal realiza constitui um procedimento habitual,
relacionado com o recurso que pode advir das decisées judiciais.
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legal — de divulgar os ficheiros dudio, deu-se inicio ao processo de transcrigao,
o tnico formato permitido para a divulga¢io dos dados.

A transcricio de uma audiéncia, gravada apenas através de material
dudio, ¢ um processo moroso e exigente (Love e Wright, 2021). A multi-
plicidade de intervenientes dificulta a identificacao precisa das vozes e,
portanto, dos autores dos enunciados. O ruido de fundo e a baixa qualidade
das gravagoes do Tribunal comprometem, frequentemente, a audibilidade
e inteligibilidade do discurso, duas condi¢ées essenciais para garantir a
precisdo e o rigor da transcrigdo.

Emergem, ainda, com particular relevincia, os problemas decorrentes
do registo oral em que a audiéncia decorre. A representagio de dados paralin-
guisticos (pausas, siléncios, tom de voz, débito, etc.), de fenémenos fonéticos
(de uma pronincia mais marcada ou de crases e aféreses, por exemplo) e de
tragos discursivos (hesitacoes, repeti¢des, interrup¢des, formas truncadas,
e.0.) exigiu um minucioso sistema de transcricio. Tendo em conta estas
especificidades, é inegdvel que algumas perdas resultario do processo de
transcricdo. E, apesar dos avangos significativos da tecnologia e da crescente
adocio de ferramentas automdticas, como “voice-to-text software and (...) Al
rather than human transcription” (McMullin, 2021: 140), parece nao haver
nenhum sistema de transcricio que consiga, de forma rigorosa e exaustiva,
dar conta de toda a complexidade e especificidade do oral.

A opgao por uma transcri¢io full verbatim — transcrigao literal — pre-
tendeu preservar toda a informacao possivel, apesar da perda de dados de
natureza contextual, decorrente da nio utilizagio de video (na gravagao
original) e da perda de outros dados, motivada pelo préprio processo de
transcri¢do. Paralelamente, procurou-se assegurar a inteligibilidade do texto,
evitando o uso excessivo de sinalética.

Particularmente complexos foram os dilemas colocados pelo processo
de anonimizagio de dados pessoais, dado que uma transcrigao ipsis verbis
das gravagoes teria permitido a identificacao de pessoas, locais e eventos
mencionados nas sessdes. Tornou-se ébvio que seria impossivel transcrever
a totalidade do que havia sido dito em sala de audiéncias, uma vez que ques-

toes de ordem ética e legal impendiam sobre o contetido dos dudios. Desta

242



Entre a liberdade de investigagio e a protegao de dados sensiveis. O caso do corpus CorAuDis

forma, o j4 referido principio da preservacio da totalidade dos textos teve
de ser repensado, pois, na verdade, “[w]hile an ideal scenario would be to
include all possible data produced in a given context in order to claim, in a
scientific manner, a total accountability, this is in practice rarely possible”
(Jaworska e Kinloch, 2018: 7).

Como proceder, entio, para nio divulgar dados pessoais e, simultanea-
mente, tentar manter o maximo possivel de informacao acerca do caso que
conduziu 4 audiéncia? Em rigor, toda a discussdo em torno deste problema

conduziu as trés perguntas de base (ver introdugio).

2. 0 PROCESSO DE ANONIMIZACAO

2.1. ENQUADRAMENTO LEGAL
A anonimizag¢io é o processo que remove as ligagdes criadas entre uma pessoa
especifica e os seus dados (Quinn, 2017), impossibilitando o respetivo rastrea-
mento (Stam e Diaz, 2023)°.

Os dados pessoais englobam diferentes tipos de informagoes sobre
as pessoas; segundo as normas previstas no RGPD, entende-se por “dados

pessoais” toda a

informagao relativa a uma pessoa singular identificada ou identificavel («ti-
tular dos dados»); ¢ considerada identificdvel uma pessoa singular que possa
ser identificada, direta ou indiretamente, em especial por referéncia a um
identificador, como por exemplo um nome, um nimero de identificagio,
dados de localizacio, identificadores por via eletrénica ou a um ou mais
elementos especificos da identidade fisica, fisiolégica, genética, mental, eco-

némica, cultural ou social dessa pessoa singular; (...).

¢ Este método de desassociacio de dados pessoais constitui, alids, uma obrigacao legal, prevista

pelo Parlamento Europeu, aplicada a ciéncia e aos organismos publicos e privados.
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Neste vasto conjunto de informagoes, Leedham et al. (2021: 2) distin-
guem identificadores diretos e indiretos: os diretos correspondem a infor-
magées individuais e Unicas que permitem, por si s6, identificar uma pessoa
(Stam e Diaz, 2023: 8; Leedham et al., 2021: 2), como, por exemplo, 0 nome
completo, o nimero do cartio de cidadio ou a voz; no caso dos indiretos, a
identificagdo é possivel através do cruzamento de dados. Embora a idade, por
si s8, ndo constitua um elemento identificador, a sua combinacido com outros
dados, tais como o cargo profissional ou o local de trabalho, por exemplo,
pode conduzir i pessoa em causa’.

De acordo com o Considerando 51 do RGPD, alguns destes dados
podem ser classificados como especialmente sensiveis — a origem étnica, por
exemplo —, embora o documento refira também que quaisquer dados pessoais
podem, através de um uso indevido, comprometer os direitos e as liberdades
fundamentais do seu titular, hipétese que justifica a inclusio destas infor-
magées no conjunto dos dados sensiveis.

De modo a minimizar tanto quanto possivel a exibigao de dados pes-
soais, 0 RGPD prevé duas modalidades de encriptagdo: a anonimizacio e a
pseudonimizacgio.

Enquanto a anonimizagio ¢ irreversivel, pois todos os dados pessoais
sdo removidos, de forma permanente, tornando-se irrecuperdveis, a pseudo-
nimizagao ¢ o processo de substitui¢do de informacao sensivel por informa-
¢ao neutra, reduzindo as hipéteses de identificacio, a nao ser recorrendo a
informacées adicionais, ou seja, ao conjunto de metadados que se manterio
fora do alcance do publico®. Com efeito, esta segunda técnica permite a
conservagdo das tais “informagoes suplementares”, como disposto no Artigo

4.0, alinea 5), do Regulamento:

7 A este propdsito, Stam e Diaz (2023) distinguem identificadores indiretos fortes e fracos, de
acordo com a maior ou menor probabilidade de permitirem identificar um individuo: veja-se
a diferenga entre um ntimero de telemével e a data de nascimento.

Este arquivo de metadados encontra-se sob a protecio do Artigo 12.° da Lei n.° 59/2019 da
Republica Portuguesa.
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5) «Pseudonimizagdo», o tratamento de dados pessoais de forma que deixem
de poder ser atribuidos a um titular de dados especifico sem recorrer a in-
formagées suplementares (...) mantidas separadamente e sujeitas a medidas
técnicas e organizativas para assegurar que os dados pessoais nao possam

ser atribuidos a uma pessoa singular identificada ou identificdvel; (...).

A medida que o grau de personalizagio dos dados aumenta, mais complexo
e moroso se tornard o processo de os anonimizar, exigindo “technical skills and
an understanding of privacy requirements to select the most adequate techniques
and settings to provide the best anonymization results” (Ferreira et al., 2024: 457)

Uma vez substituidos, os dados adquirem um cardcter genérico, tendencial-
mente inécuo, tendo como principal fun¢io preencher espagos em branco, sem
comprometer o sentido das transcrigoes dos dados originais e o trabalho inferencial

do leitor/investigador que pretende aceder aos dados (como ilustra o Exemplo 1).

Exemplo 1%:

J (00.21) — O nome dos pais:: 1

A1 (00.22) — eh:: NOME APELIDO2 e NOME APELIDO3.
J (00.26) — A data de nascimento 1

Al (00.28) — DATA.

[...]

J (00.32) — =DATA. {ruidos} Ond’ é que nasceu?

A1 (00.34) — eh:: Em CONCELHOIL.

Em ambos os processos de encriptagao, é necessdrio garantir que os iden-
tificadores sdo transformados ou removidos, a0 mesmo tempo que ¢ necessrio
assegurar a conservagao do valor de base do corpus, ou seja, garantir que essas
alteragbes nao impedem as pesquisas para as quais o corpus foi constituido.

E este duplo objetivo nem sempre parece ser concretizdvel.

? Asabreviaturas presentes nos exemplos correspondem a: J = juiz; Al = arguido 1; DA4 = defesa
do arguido 4; T1 = testemunha 1.
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2.2. 0 PROCESSO DE ANONIMIZACAO NO CORPUS CORAUDIS
No caso do corpus CorAuDis, o processo de anonimiza¢io ocorreu em simul-
tAneo com o processo de transcrigao.

Numa primeira fase, procedeu-se ao levantamento dos identificado-
res diretos, que se reportam, no caso em andlise, ao nimero de processo
do tribunal, a0 nome completo dos envolvidos e, em contextos criminais
muito especificos, como o trifico de drogas e o roubo, as alcunhas e aos
hipocoristicos, bem como dos indiretos mais recorrentes, tais como datas,
enderecos, contactos, caracteristicas de veiculos, locais, empresas, etc., com
base na classificagdao de Stam e Diaz (2023). Numa segunda fase, e por meio
da pseudonimizagio, esses identificadores foram convertidos em elementos
vazios demitidos de um titular, “replacing personal information with standard

placeholders” (Petyko et al., 2022: 13), tal como se ilustra na tabela infra:

Identificadores
(diretos e indiretos)

Processo de tribunal | NUMERO DE PROCESSO
Nomes | NOME APELIDO1, NOME APELIDO?2, ...
Alcunhas'® | ALCUNHA NOME1, ALCUNHA NOMEZ, ...
Hipocoristicos | HIPOCORISTICO NOME1, HIPOCORISTICO NOME2, ...
Datas | DATA
Enderecos | CONCELHO, RUA, NUMERO, CODIGO POSTAL, ...
Contactos | NUMERO DE TELEMOVEL
Veiculos | MARCA, MODELO, MATRICULA
Locais | HOSPITAL, ESCOLA, ESQUADRA, EMPRESA, ...

Apbs pseudonimizacio

10 Foi decidido que as alcunhas e os hipocoristicos deveriam ser representadas conforme o Exemplo
2. Assim, a um nome préprio especifico (e.g. Francisco Silva) corresponde uma alcunha (e.g.
Maozinhas) ou um hipocoristico (e.g. Chico) pela/pelo qual um individuo ¢ nomeado dentro
da sua rede de amigos ou de contactos.

Exemplo 2:

1(02.47) - (...) permanecendo nas imediagoes da residéncia do senhor NOME APELIDO2
(.), também p- > conhecido pla alcunha, ALCUNHA NOMEZ2, (...)
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Com o avango do processo de transcri¢io e a emergéncia de novos dados,
essa listagem de identificadores foi sendo ampliada, exigindo a permanente
atualizacio das normas de transcricao.

Ainda que as substitui¢oes acima mencionadas nio oferecam ddvidas e
nio constituam um obstdculo ao entendimento do evento comunicativo em
si mesmo, uma vez que o processo de pseudonimiza¢io ocorre num plano
muito micro, o mesmo nio ocorre quando outro tipo de dados é equacionado.

A reconstitui¢do de acontecimentos passados que tem lugar em sala de
audiéncias surge sob forma de narrativas (muitas vezes opostas) mediadas
subjetivamente por quem as viveu ou testemunhou (Silva, 2012). Esse relato
de uma histéria, que se constréi a vdrias vozes, fica registado na gravagio e,
a posteriori, na transcri¢ao. E, do mesmo modo que algumas destas narrativas
subjacentes aos processos judiciais s@o conhecidas do grande publico, por
envolverem pessoas vulnerdveis ou figuras puablicas, as histérias de vida menos
medidticas ndo deixam de ser importantes, traumdticas e intimas para quem
as experienciou, merecendo igual reserva. Como se pretende demonstrar,
nio ¢ suficiente empreender a anonimizac¢io de nomes (tomados aqui num
sentido muito genérico), pois todo o contetido de uma audiéncia ¢ suficien-
temente claro para permitir a identificagio dos envolvidos e da histéria a eles
associada (Rock, 2001). A exposicao publica de um destes casos, que pode
ocorrer com a disponibiliza¢do, sem restri¢oes, de um corpus deste género,
é, pois, problemdtica, implicando desafios mais complexos. De facto, ¢ este
tipo de “highly sensitive or disturbing data, which poses an important ethical
dilemma for researchers” (Petyko et al., 2022: 11).

O presente exemplo reporta-se a uma audiéncia que julga um crime de
furto de energia elétrica, alegadamente cometido pelos proprietdrios de um
estabelecimento comercial numa localidade pequena, contra uma empresa
fornecedora de eletricidade. Para além da 6bvia presenca dos nomes de
todas estas entidades, sio mencionados diferentes detalhes sobre a vida dos
envolvidos, tais como o facto de o estabelecimento ser familiar, isto ¢, ser
propriedade de um casal idoso e do seu filho, o facto de haver um familiar
menor a viver com o pai e com a mie em semanas alternadas, o facto de

este pai ter uma casa propria que estd a pagar ao banco e ter uma viatura
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com um conjunto de caracteristicas especificas, adequadas ao tipo de ne-
gécio desenvolvido e ainda o facto de o referido estabelecimento ter sofrido
obras. Apesar de todos os identificadores diretos e indiretos (nos termos do
RGPD) terem sido pseudonimizados, hd, como se constata, um conjunto de
informacées disseminadas ao longo da audiéncia que, quando combinadas,
possibilitaria a identificagao dos trés arguidos.

O mesmo tipo de risco pode ocorrer com o discurso de outros inter-
venientes, neste caso, dos proprios profissionais. Ainda que contra todas as
expectativas, as intervengoes destes agentes judiciais tém suscitado muitas
interrogacées e grandes dificuldades ao processo de ocultacao de dados
pessoais, por conterem comentdrios que veiculam visées de mundo muito
personalizadas, aumentando assim as possibilidades de serem identificadas
como pertencendo a um individuo particular. Analisemos, em primeiro lugar,
o discurso dos advogados.

Com a exposicio de versoes antagénicas por parte das duas facées em
litigio, a atividade verbal que decorre em tribunal é claramente conflitual.
Assim, ¢é expectdvel que os advogados adotem um tom mais hostil e, na-
turalmente, mais emocional. Por outro lado, se aos leigos nao é permitido
desviarem-se dos topicos propostos pelos profissionais, o discurso destes, pelo
contrdrio, estd repleto de digressdes, as quais constituem terreno fértil para a
partilha espontinea de informagées e opinides pessoais. Toda esta partilha de
dados ¢ suscetivel de criar dificuldades ao investigador/transcritor, que terd
de tomar decisoes sobre o que pode ser incluido e o que deve ser omitido.

Numa das audiéncias, no momento das alegacoes finais, um dos advogados
discorre, nos seus frequentes comentdrios laterais, sobre a sua atividade profissio-
nal e as suas relacoes — ao que os dados indicam, bastante conflituosas — com os
restantes agentes judicidrios. As expressoes que usa para referir outros membros
do seu grupo profissional (Exemplo 3) e as afirmagées que faz a propésito do
Ministério Pablico (Exemplo 4) constituem um bom exemplo destes casos,

os quais facilmente permitem chegar ao seu nome apdés uma breve pesquisa.

Exemplo 3:
DA4 (00.00) — (...) Foi feita uma boa corrupta!
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Exemplo 4:

DA4 (00.00) - (..) E por isso qu’a justiga, em Portugal, (.) passa plo despres-
tigio que passa! (.) E DEVIDO ao Ministério Ptblico, {ruidos} a0 MAU USO
que este faz do processo, no inquérito e no julgamento, QU”AS COISAS
CHEGARAM AO PONTO A QUE CHEGARAM! (.) Nao tenho (pro-
blemas) {ruidos} de o dizer, porgu’eu DOU A CARA E:: DOU NA CARA!
PORTANTO, NAO MANDO RECADOS A NINGUEM!!

Tal exposicao publica de dados pessoais (opiniées e crengas) dificulta
enormemente a tarefa de transcrigdo. A omissio desta informagao, no sen-
tido de evitar a identificagdo do jurista, implicaria a eliminacao quase total
de grande parte do final da audiéncia, o que, por sua vez, comprometeria a
relevincia cientifica do texto.

A este propésito, e embora o RGPD categorize estes identificadores
indiretos como “especialmente sensiveis” e determine que o seu tratamento
¢ proibido, abre algumas exce¢oes “para fins de arquivo de interesse publi-
co, para fins de investigacdo cientifica ou histdrica ou para fins estatisticos
baseados no direito da Uniio ou dos Estados-Membros” (Considerando 53).
Entramos, entio, numa zona cinzenta, pois o Regulamento, que rotula estes
dados de sensiveis, abre, em simultineo, a possibilidade de os analisar (e
expor), ao abrigo do pressuposto da chamada Ciéncia Aberta.

Um outro exemplo, de natureza diferente, ilustra ainda um movimento
argumentativo baseado em esteredtipos que categorizam comunidades e os

S€us comportamentos:

Exemplo 5:

DAL1 (15.11) — Olhe! eh:: Sio pessoas de etnia cigana?

T1 (15.14) — Sim.

DAL (15.15) — eh:: Geralmente, estas situacoes, guand’ um ¢é detido, () a

familia junta-se toda, nao é? (.) E costume?

"' As maidsculas representam um tom de voz mais forte e/ou mais irritado.
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H4 ainda a assinalar, no 4mbito do discurso dos profissionais, o discurso
dos magistrados, aquele que tem originado mais ponderagio.

A longa e exigente formacio de um magistrado permitiria antecipar
que o conhecimento legal e a experiéncia teriam, como consequéncia, um
desempenho imparcial em sala de audiéncias. De facto, o artigo 34.° da Lei n.°
2/2008, que regula o ingresso nas magistraturas ¢ a formagio de magistrados,
bem como o Plano de Estudos do 41.© Curso de Formagao de Magistrados
para os Tribunais Judiciais (2024/2025), do Centro de Estudos Judicidrios,
preconiza, entre outras “competéncias fundamentais inerentes ao exercicio de
fungoes”, a de “alcancar a melhor solucio do ponto de vista prético e juridico
(justica do caso concreto), no Ambito de um procedimento que respeite, no
plano substantivo e processual, os direitos de todas as pessoas envolvidas”.

Porém, no material recolhido para o corpus, sobressai todo o tipo de
enviesamentos e de esteredtipos que perpassam no discurso dos juizes. A im-
parcialidade e a neutralidade, perante quem litiga e perante o objeto do litigio,
qualidades essenciais na prética judicial (Almeida, 2017), encontram-se, por vezes,
bastante afastadas do férum, sendo substituidas por juizos de valor subjetivos.

Se muitos destes enviesamentos afloram de modo implicito, ndo conscien-
te, podendo, ainda assim, afetar a forma como o juiz avalia os factos e a forma
como delibera, pois, de acordo com Harris e Sen (2019: 242), “research shows
that judges’ personal backgrounds, professional experiences, life experiences,
and partisan and ideological loyalties might impact their decision making”,
muitos outros podem, de forma mais saliente, ser diretamente observados — e
gravados! — quando sdo verbalizados de forma explicita pelos profissionais.

Os vdrios exemplos subsequentes revelam que muitas perguntas e mui-
tos comentdrios do juiz contém observacées que, A luz de uma andlise mais
critica, nio se coadunam com as exigéncias éticas previstas na sua formacio.
Veja-se o caso seguinte, relativo a inquiri¢do de uma testemunha (vitima) de

um crime de ameaga agravada:
Exemplo 6:

J (16.42) — O senhor NOME APELIDO4! O senhor > O senhor acha esse

seu comportamento normal? (.) Se calhar, aqui ninguém na sala acha! (..)
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O senhor estd a exponenciar um facto gu’a generalidade das pessoas, apesar
de ter algum temor, nio entra em DEPRESSAO! (.) Estd a perceber o >
sic

Estd a perceber a®™ porqué > o porqué das perguntas da sorora? {ruidos} Tem

a ver essencialmente co’isso! O senhor é duma sensibilidade EXTREMA!

Na mesma audiéncia, o juiz inquire, depois, o filho da vitima da amea-
¢a. Atente-se, mais particularmente, na primeira e na Gltima intervencées
do magistrado e na forma como ¢ designada a autora do crime de ameaga,

também presente em sala de audiéncia.

Exemplo 7:

J (06.06) — Um rapaz de dezoito anos [tem medo] > duma > duma velha
de > de > de::/

T1 (06.10) — Ah! Isso:: > Isso quer dizer muito pouco!

J (06.13) — (( ) que tem receio o qué? Qu’ela tenha 14 uma cagadeira
em casa?

T1 (06.16) — {riso} Isso nio sei.

J (06.18) — Ou gu’ ela ponha uma bomba e mande aquilo tudo plos ares?
DA? (06.21) — O meu Deus! [(( ) {riso}

J(06.21) - [Nao! Estou > Agora estou > Agora estou a ques- > estou
a questionar! Precisamente porque nio percebo com’ é gu’ um rapaz de
dezoito anos, numa situa¢io destas, também > também se d- > se > se:: >

se fica na sombra dos medos do pai!

Numa outra audiéncia, o juiz — que dialoga com os restantes profissio-
nais acerca de um dos participantes leigos ali presentes — recorre ao uso da
terceira pessoa gramatical para o referir, ignorando a sua presenga e negando,
ao visado, o estatuto de verdadeira pessoa. Em simultaneo, a utilizacdo do
termo ‘diminuido’, para além de cientificamente discutivel, também nao

promove um ambiente inclusivo.

Exemplo 8:

J (05.14) — [\a dizer, efetivamente, s’ ele é capaz ou incapaz, {conversas
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paralelas} s’¢ diminuido ou nio é diminuido, pra eles nao terem problemas.
Por isso, no dia trés 4’ abril, o senhor vird cd! E memo pa alegacoes e::,
§a¢

depois::, marcamos o:: > a leitura do acérdao. 74 bem?

No exemplo 9, ¢ utilizado o termo ‘raca’, que também é um termo
¢a, q

cientificamente equivocado.

Exemplo 9:
J2 (10.10) — Os outos senhores que tavam na linha > na linha de reconhe-

cimento eram da me- > eram de raca negra?

No caso seguinte, e ainda que em tom jocoso, ¢ bem patente a reproducio

de ideias estereotipadas acerca de uma determinada comunidade:

Exemplo 10:

J (05.34) — Sotor, ela é russa, mas nao havia indicios de vodca!

Em suma, o discurso do juiz nem sempre é neutro e pode revelar a
adogao de visdes de mundo e atitudes tendenciosas, que correspondem 2 vox

populi, e que ele reproduz acriticamente em sala de audiéncia.

3. O INVESTIGADOR: ENTRE A LIBERDADE CIENTIFICA E A
RESPONSABILIDADE ETICA

Partilhar dados, tornando os corpora pablicos, constitui uma salutar prtica
académica, recomendada pelas universidades e pelas entidades financiadoras
da investiga¢do. O direito a liberdade de pesquisa e de publicita¢ao dos
dados e dos resultados obtidos parece, contudo, neste caso particular,
sofrer algumas constricoes, dada a especificidade e o cardter sensivel do
material que compée o corpus. O dominio do discurso forense — tal como
o da satdde — exige, aos investigadores, uma reflexdo aprofundada sobre
os riscos envolvidos na divulgac¢do de toda a informacao recolhida em sala

de audiéncias.
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Em muitos casos, a investigagao contendo dados pessoais pode prosseguir
sem limita¢ées quando se obtém o consentimento informado dos partici-
pantes. Porém, no corpus em andlise, e considerada a origem das audiéncias,
obtidas através de uma fonte privada (Nelson, 2010: 61), que mantém as
gravacOes apenas para uso interno da institui¢do, nao é possivel aceder aos
produtores originais dos discursos. Sem conseguir obter o consentimento livre
e informado dos diferentes participantes, resta, ao investigador, o recurso a
anonimiza¢io (ou pseudonimiza¢io) processo que, como se constatou, nao
¢ isento de problemas e de aporias.

Ainda que o material dudio coligido corresponda a audiéncias abertas
ao publico, ¢ licito considerar o objetivo — meramente técnico-juridico — para
o qual o Tribunal obtém as gravagoes; em rigor, elas sio usadas apenas em
caso de recurso para tribunais superiores, os quais as avaliam no sentido de
confirmar se os factos ficaram provados e/ ou se a lei foi corretamente apli-
cada, sem qualquer outra finalidade (considerando que cada juiz é soberano
na sua audiéncia). Em sentido divergente, os objetivos da andlise que pode
ser realizada através da disponibilizagido do corpus em acesso aberto sio
completamente distintos, bastante mais amplos, envolvendo, pelo menos
potencialmente, a intersecio com outras dreas cientificas (a Linguistica, em
primeiro lugar, mas também a Sociologia, a Antropologia, a Ciéncia Politica,
o préprio Direito...) que podem ter uma visdo mais critica dos fenémenos
ali observados. De facto, os discursos dos agentes judicidrios, caracterizados
por enviesamentos de vdria ordem, poderiam, se amplamente divulgados,
dar origem a estudos sobre a ideologia dos juizes, os preconceitos ¢ os este-
redtipos veiculados.

Terd o investigador a responsabilidade social de trazer a publico e de
questionar estes discursos, considerando, por outro lado, a inexisténcia de
uma autoriza¢io formal — de cada um dos magistrados envolvidos — para
a sua divulgacao? Terd o investigador legitimidade para expor e, no fundo,
denunciar estes enviesamentos quando os objetivos originais do projeto —
apresentados ao Tribunal — nao eram estes?

Parece haver, em suma, dois objetivos irreconcilidveis por parte do in-

vestigador: por um lado, reivindicar o direito a liberdade cientifica, tentando
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contribuir para a melhoria da administragao da justica — demonstrando, por
exemplo, através de dados reais, a forma como a comunica¢io entre profissionais
e leigos pode nio funcionar, a forma como a linguagem usada em tribunal
pode constituir um obstdculo no acesso do cidadio comum 2 Justica ou ainda
a forma, discriminatéria, como algumas comunidades sao tratadas em sala de
audiéncias; por outro lado, cumprir a legislagdo relativa & protegao de dados.

Os programas de Ciéncia Aberta promovem a disponibiliza¢io dos dados
resultantes dos projetos de investigagio em plataformas de Acesso Aberto; no
entanto, essa abertura é sempre condicionada pelos requisitos legais relativos
a privacidade dos individuos envolvidos na investiga¢do, o que reconduz a
presente reflexio ao processo de anonimizagio.

Em busca de respostas para os dilemas surgidos, sobretudo para o
processamento destes dados considerados sensiveis, foram testados alguns
programas informdticos que poderiam agilizar o fluxo de anonimizagao/
pseudonimizagio para dados escritos. No entanto, nenhum deles' reconhece
os segmentos textuais mais problemdticos, os que contém marcas de enviesa-
mento'?; em paralelo, e tal como vimos, o RGPD também ¢ taxativo quanto

a necessidade de evitar a publicitacio de dados sensiveis:

(75) O risco para os direitos e liberdades das pessoas singulares, cuja pro-
babilidade e gravidade podem ser varidveis, poderd resultar de operagdes

de tratamento de dados pessoais suscetiveis de causar danos fisicos, ma-

2 Os programas (Argus, ARX, sdcMICRO, CAT, UTD, entre outros) testados no a4mbito do
projeto CorAuDis nao se revelaram um coadjuvante na tarefa de anonimizagio de dados sensi-
veis, jd que todos eles exigem conhecimentos avangados de informdtica. Até & data, nem sequer
o trabalho colaborativo entre algumas destas aplicagoes e a IA favorece o reconhecimento de
segmentos textuais que encerram marcas de discurso tendencioso.

Tendo em conta a complexidade das aplicagoes testadas, foi solicitada a demonstragdo de um
software pago — Data Anonymizer —, uma aplicagao online, com uma interface intuitiva, que
substitui, automaticamente, os identificadores diretos e indiretos por valores genéricos, de
acordo com as configuragoes estabelecidas pelo utilizador. Ainda que seja um investimento
que permita economizar tempo, o problema persiste: a mdquina nao estd treinada para detetar
os discursos enviesados apresentados neste estudo.
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teriais ou imateriais, em especial quando o tratamento possa dar origem a
discriminagio, & usurpagdo ou roubo da identidade, a perdas financeiras,

prejuizos para a reputagao (...).

A primeira conclusio a tirar ¢ a de que os dados forenses, como estes que
constituem o CorAuDis, nio podem ser tornados publicos tal como foram
recebidos, sob pena de poderem acarretar danos reputacionais irreversiveis
para os envolvidos (que nem sequer autorizaram a sua divulgagao); em segun-
do lugar, conclui-se também que os atuais programas de anonimizagao de
dados em uso em diferentes dreas (inclusive no contexto judicial) nao estio
adequadamente desenhados para responder aos distintos desafios colocados
por este material.

O que fazer, entao? Qual o grau de liberdade cientifica do investiga-
dor, que tem de fazer uso de procedimentos de pseudonimizagio e, tem,
portanto, de intervir e de manipular os dados, mantendo, em simultineo,
a sua utilidade, nio diminuindo a inteligibilidade das transcricoes, e nao
comprometendo a partilha de conhecimento cientifico? Quais os limites
entre divulgacio e transgressio?

A adogio de um tinico modelo de ética na ciéncia serd o mais adequa-
do? Exigirio os dados qualitativos com que se trabalha nesta drea um outro
modelo? Resumir-se-4 o processo de anonimizacao a identificacao dos itens
lexicais que devem ser encriptados ou, como defende Krishmanurthy (zpud
Rock, 2001), deve ser o contetido, na sua totalidade, a merecer a atencio
do investigador? E se esta for a resposta, os procedimentos de anonimizagio
terdo de ser manuais e a andlise, casuistica. Ainda assim, e tal como questio-
na Baker (2018), serd possivel remover, completamente, toda a informagio

pessoal dos corpora?

CONSIDERACOES FINAIS
No final da presente reflexdo, necessariamente limitada pelo nimero de au-
diéncias transcritas (e pelos problemas nelas encontrados), ¢ pertinente realcar

alguns pontos.
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Os dados que mais dividas e hesitacoes desencadearam e que motivaram
a presente reflexdo — disseminados no discurso dos advogados e dos magistra-
dos — localizam-se num plano bem mais impercetivel do que aquele em que se
encontram os identificadores diretos, ou seja, situam-se no plano da expressio
da subjetividade por parte dos profissionais do férum, por outras palavras, no
plano da expressio de opinides, crengas e visdes de mundo. Por outro lado,
e de forma distinta da dos identificadores diretos, a codificacdo destes tracos
estende-se a diferentes planos de descri¢do linguistica para além do lexical
(fonoldgico, morfolédgico, sintdtico, seméntico e discursivo) (Pinto et al., 2021:
207) tornando, neste caso, mais complexo ainda o processo de identificar esses
tracos e encriptd-los.

Perante a dificuldade em encontrar estudos que respondam, de forma
concludente, a estas questdes, perante a auséncia de legislacdo que defina, de
forma inequivoca, os procedimentos a seguir, ou até de prdticas consolidadas
em outras 4reas de ciéncia, a decisdo final sobre as medidas a adotar quanto as
modalidades de disponibilizagio do corpus s6 pode ser cautelar.

Num contexto em que os conceitos de anonimizagio, confidencialidade e
acesso aberto se intersetam, o estabelecimento de filtros de acesso ao corpus emerge,
entdo, como um procedimento urgente a implementar. Se o conhecimento do
discurso que ocorre em sala de audiéncias ¢ essencial para realizar estudos, para
melhorar a comunicagdo (ou a falta dela) em tribunal e, no fundo, para fazer
servigo publico, consolidando valores, como a ‘justica social’, ¢, todavia, fulcral
enfatizar que as restri¢des de confidencialidade e o respeito pelos dados pessoais
se sobrepdem a todas as aspiragdes trazidas pelo modelo da Ciéncia Aberta.

Prevé-se, assim, que as versoes originais das audiéncias sejam arquivadas
num repositério detido pela instituicio que tutela a investigacao e que apenas
estejam disponiveis para os investigadores afetos ao projeto; para a versio
pseudonimizada dos textos — que manterao os identificadores indiretos que
foram discutidos na secgdo 2.2. —, o acesso serd limitado aos investigadores
que satisfizerem um conjunto de critérios: serd necessdrio o registo, acom-
panhado da explicitagdo dos objetivos subjacentes a pesquisa que pretendem
efetuar e, mais importante ainda, um comprovativo de que integram um

centro de investigagao.
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Alguns problemas se antecipam, ainda assim, no horizonte. Um deles
reporta-se aos custos financeiros e logisticos inerentes ao processo de imple-
mentagio destes filtros, dada a necessidade de monitorizagio.

Um outro possivel problema diz respeito ao uso que os investigadores
qualificados farao dos dados. Ainda que com todas as credenciais validadas,
nio serd possivel (nem eticamente justificdvel) controlar o tipo de estudos
e de divulgacao de dados que vird a ser realizado por esses investigadores.

Um terceiro aspeto, j4 de natureza distinta, que terd de ser equacionado,
talvez de forma longitudinal, ¢ o dos efeitos da anonimizagao nos estudos que
vierem a ser realizados, dada a possibilidade de ser necessdrio refinar, ainda, os
critérios de anonimizagio, & medida que novas audiéncias vierem a ser transcritas'.

Nio existindo uma resposta Unica para todas as questdes levantadas,
o presente estudo, de natureza qualitativa, pode ajudar a fundamentar ou a
definir futuros protocolos que permitam melhorar os procedimentos de trans-

cri¢ao de dados forenses ou, até, a constru¢io de corpora de dados sensiveis.
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